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ObservelT Version 7.9.3 Release Notes

This document provides information about ObservelT version 7.9.3.

The latest version contain all components from version 7.9.3.6 (GA) except:
« WebConsole version 7.9.3.14
« Mac Agent version 7.9.3.2.

For the latest documentation, click here.

Upgrading Information

If you are currently running version 7.9.3.6 and want to upgrade to 7.9.3.14, you only
need to:

« Uninstall the Web Console

 Install the new Web Console from 7.9.3.14
For Mac Agents:
Uninstall and reinstall the new Mac Agents from build 7.9.3.14.
For general information about upgrading, see:

ObservelT Installation

Upgrading ObservelT

Common Vulnerabilities and Exposures (CVE)

« Insider Threat Management Server Multiple Unauthenticated XSS Vulnerabilities,
CVE-2021-22157

« Insider Threat Management Server Authenticated XML External Entity Vul-
nerability, CVE-2021-22158

» Insider Threat Management Server Authorization Bypass, CVE-2021-27900

» Insider Threat Management Agent Improper Certificate Validation Vulnerability,
CVE-2021-27899


https://documentation.observeit.com/7.9.3/about_the_product_documentation/about_the_observeit_documentation.htm
https://documentation.observeit.com/7.9.3/installation_guide/installation_guide.htm
https://documentation.observeit.com/7.9.3/installation_guide/upgrading_observeit_.htm
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